OE Realm (Form) Security Overview
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In the event of a successful response from the AppServer
request, a serialized CP token will be created and stored in
the Tomcat session memory. This will be identified via the
JSESSIONID and returned to the browser for reference on
subsequent requests so long as the session has not expired.
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OE User Realm Class
Implements IHybridRealm

method public character GetAttribute

method public character GetAttributeNames
method public character GetUsernames

method public character GetUsernamesByQuery
method public logical RemoveAttribute

method public logical SetAttribute

method public logical ValidatePassword

method public integer ValidateUser




